**Что означает совершение преступления с использованием SIP-телефонии?**

Использование преступниками SIP-телефонии является одним из распространенных способов совершения киберпреступлений.

SIP-телефония – это система звонков, осуществляемых через сеть Интернет с использованием IP-протокола на обычные телефонные сети передачи голосовой информации (подвижной или стационарной).

К примеру, потерпевшему с городского номера  позвонил неизвестный, который представился сотрудником правоохранительного органа и завладел обманным путем паролем «мобильного банка», после чего тайно похитил со счетов жертвы деньги путем перевода их на иные счета.

На первый взгляд звонок потерпевшему был со стационарного телефона, онако, телефонный номер принадлежит номерной емкости оператора связи, использующего SIP-телефонию, следовательно, звонок осуществлен с помощью интернета, и злоумышленник мог находиться в любом месте, в том числе за пределами города или района.

Зачастую злоумышленники также используют технологию подмены виртуального номера в SIP-телефонии и потерпевшему поступает звонок, как бы с номера учреждения (банка, компании, правоохранительного органа и т.п.), размещенного в общем доступе или на официальных сайтах.