**Телефонное мошенничество**

Увеличивается число хищений денежных средств путем обмана по телефону.

Номер входящего звонка от мошенника бывает очень похож на номер телефона банка, а звонящий представляется сотрудником службы безопасности банка. Злоумышленник сообщает, что банк выявил подозрительную операцию или в системе произошел сбой, просит назвать полные данные карты, CVV- или CVC-код, код из СМС-сообщения или пароли от личного онлайн-кабинета. Это нужно якобы «для сохранности денег».

Распространен обман по смс-сообщениям, когда на телефон приходит уведомление, подделанное под банковское сообщение об операции. Затем с другого номера приходит СМС с просьбой вернуть деньги. Мошенники сразу исчезают после перевода им денежных средств.

Неизвестные могут убедить по телефону купить валюту, «защитить» вклады или инвестиции, перевести деньги на «безопасные счета» для сохранности.

Чтобы защитить свои сбережения, не поддавайтесь уговорам по телефону и не верьте «выгодным» предложениям, никому не сообщайте данные карт и кодов из СМС.

При любом подозрительном звонке - свяжитесь с банком по номеру телефона, указанному на официальном сайте, в мобильном приложении или на банковской карте