Способ обезопасить себя от мошенничества при покупках в интернет-магазине

Для мошенника, самое главное получить деньги до того, как вы сумеете понять, что вас одурачили. Главное — не позволить вам осмотреть товар до его оплаты. Они никогда не согласятся доставить заказ курьером или курьерской службой. Они будут вертеться ужом, придумывать миллион причин, чтобы отказать вам. Они обязательно отправят вам "заказ" Почтой России. Посылкой с наложенным платежом.

Есть три случая, когда вы можете потребовать вскрыть посылку до её оплаты:

Первый случай. Посылка вызывает ваши подозрения. Но не спешите рассказывать почтовому работнику, что подозреваете мошенничество. Это не тот случай. Подозрения на то, что посылка или её содержимое были повреждены или утрачены при пересылке. Вам так показалось. Какие-то повреждения упаковки, надрывы, помятая коробка или что-то подобное. Например, вес отличается от заявленного более чем на 50 граммов. И вам показалось.

Второй случай. Посылка была отправлена с описью вложения. В этом случае, почта, перед тем как принять от вас деньги наложенного платежа, обязана дать вам ознакомится с содержимым. И вы сможете лично убедиться в том, что получили телефон, а не мешочек с гайками для веса.

Третий случай. Посылка была вам направлена с услугой "Проверка комплектности". Честные интернет-магазины могут воспользоваться этим способом. В таком случае, почта позволит вам вскрыть посылку проверить товар, его состояние, комплектность и работоспособность. После этого вы подписываете акт и оплачиваете.

Также, при заказе товаров в интернет-магазине нужно обратить внимание на сам интернет магазин. Признаками надежности онлайн магазина могут выступать: хорошая репутация; широкая известность; наличие офлайн магазина; положительные отзывы клиентов; отсутствие чрезмерно выгодных предложений.

Кроме того, по всем фактам хищения денежных средств необходимо обращаться в территориальный орган внутренних дел или органы прокуратуры.